
Course Learning Objectives
Identify how software assurance relates to pre-deployment and pre-release acceptance criteria. Describe the 
risk acceptance process related to software acceptance. Define post-release validation and verification process 
and how they relate to software acceptance. Identify the importance of third party testing.

Description
The Software Acceptance domain provides an understanding of the requirements for software acceptance 
paying specific attention to compliance, quality, functionality, and assurance. Participants will learn about pre- 
and post-release validation requirements and well as pre-deployment criteria.
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Audience

Certified Secure Software Lifecycle Professional
(CSSLP) 

Time Required

Tailored learning - 25 minutes total
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Course Outline

1. Criteria for software 
acceptance

• The need for a formal 
acceptance process
• Guiding principles
• Benefits
• Acceptance consideration
• Acceptance categories
• Completion criteria
• Change management
• Residual risk
• RAID
• Risk acceptance and exceptions
• Sign-off
• Documentation

2. Verification and validation

• Structure of V&V process
• Independent testing
• Checklists and tools


